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CYPFER Joins InfraGard National’s Cyber Readiness and Resilience Initiative 
to Protect U.S. Critical Infrastructure 

 

WASHINGTON, DC – March 7, 2024 – InfraGard National Members Alliance, an FBI-affiliated 
independent nonprofit organization dedicated to protecting U.S. critical infrastructure, is pleased to 
announce that CYPFER, a a global leader in providing Cyber Certainty™ to enterprises worldwide, has 
joined its Cyber Readiness and Resilience initiative. As a diamond sponsor, CYPFER will work with 
InfraGard National to produce and support educational programs that strengthen the cyber readiness and 
resilience of U.S. critical infrastructure. 
 

Cyberattacks on critical infrastructure present a significant national security threat and strategic risk to the 
United States. On an unprecedented scale, nation-state actors and cyber criminals are attempting to 
disrupt the assets, systems and networks that underpin American life. Cyber Readiness and Resilience is a 
content-focused initiative that will include eLearning programs and webinars, conference workshops, 
podcasts, and social media campaigns on a variety of timely topics, including ransomware, business email 
compromise, theft of trade secrets, and nation-state attacks. Through education and training, Cyber 
Readiness and Resilience will provide security stakeholders with knowledge and resources to secure our 
nation’s most critical assets. 
 

“CYPFER was purpose-built to protect, respond to, and defeat cyber-attacks,” said Alex Gross, Chief 
Business Officer, CYPFER. “We are committed to sharing intelligence, best practices, and actionable 
solutions with InfraGard® members and our nation’s security stakeholders. As a leading proponent of 
Cyber Readiness and Resilience, together, we will collaborate to strengthen our critical infrastructure's 
cybersecurity defenses and empower them against these emerging threats.” 
 

“Cyberspace is the most active threat domain in the world, given America’s reliance on energy, water, 
healthcare, information technology, and numerous other critical infrastructure sectors,” said Tom Markert, 
President, InfraGard National Members Alliance. “It will take a strong coalition to emerge victorious 
against our adversaries. As a first responder on this battleground, CYPFER not only supports businesses 
during major incidents, but they are also answering the call to protect critical infrastructure and our 
national security. We are thrilled to work with CYPFER in producing content that will help our 
stakeholders prepare for, respond to, and overcome cyberattacks.” 
 

 
 



 
 

 

About InfraGard National Members Alliance   
InfraGard National Members Alliance (INMA) is an FBI-affiliated independent nonprofit organization 
dedicated to protecting U.S. critical infrastructure and the American people. Established in 2003, INMA 
is the private sector component of the FBI's InfraGard program, which is a partnership between the 
Federal Bureau of Investigation and members of the private sector for the protection of U.S. critical 
infrastructure. INMA is comprised of 74 InfraGard Member Alliances, nonprofit organizations which 
represent INMA at the local level across the country. Through these alliances, law enforcement and the 
American business community can collaborate on educational programs, training events and information-
sharing initiatives that strengthen national security and the foundation of American life. For more 
information, visit www.infragardnational.org.  
 

About CYPFER 
CYPFER is a global leader in providing Cyber Certainty™ to enterprises worldwide. Our seasoned team 
of incident responders, threat researchers, ransom negotiators, and data restoration experts serves critical 
infrastructure clients across the United States and throughout the world. CYPFER is committed to 
delivering white-glove service for every client in every engagement. Our core services include ransom 
negotiations and payment services, specialized incident response for ransomware, and post-breach 
restoration and recovery support. Most importantly, we never outsource, thus ensuring the highest level of 
security and confidentiality for our clients. For more information, visit www.cypfer.com.   
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